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\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_№\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

На № \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Руководителям органов государственной

власти и органов местного самоуправления

Республики Татарстан

(по списку)

О запросе информации

**Уважаемый Руководитель!**

Министерство цифрового развития государственного управления, информационных технологий и связи Республики Татарстан (далее – Министерство) информирует о начале работ по внедрению средств защиты информации в информационных системах(далее – Информационные системы):

1. Система обеспечения вызова экстренных оперативных служб по единому номеру "112";
2. Единая межведомственная система электронного документооборота Республики Татарстан;
3. Официальный портал Республики Татарстан;
4. Портал государственных и муниципальных услуг Республики Татарстан;
5. Автоматизированная информационная система для осуществления межведомственного информационного взаимодействия при предоставлении государственных и муниципальных услуг;
6. Информационная система государственных и муниципальных платежей;
7. Социальный регистр населения;
8. Многофункциональный центр предоставления государственных и муниципальных услуг;
9. Электронное здравоохранение;
10. Электронное образование;
11. Народный контроль;
12. Строительный комплекс;
13. Народный инспектор;
14. Национальная электронная библиотека.

В целях информационной безопасности доступ к Информационным системам, ранее осуществлявшийся по логину и паролю, в будущем будет возможен только с использованием персонального ключа идентификации пользователя (далее - сертификата), записанного на специальном защищенном электронном носителе информации – токене. В настоящее время осуществляется централизованная закупка токенов для дальнейшей передачи в органы государственного управления республики. Имеющиеся в организациях ранее выданные токены также должны быть использованы для доступа в Информационные системы. Обращаем Ваше внимание, что модель токена (Рутокен, еТокен, Jacarta, eSmart) значения не имеет, сохранность электронной подписи сотрудника будет гарантирована.

В целях генерации сертификатов Министерство просит Вас в срок до 18.09.2020 предоставить списки сотрудников (включая подведомственные организации), которые имеют в настоящее время доступ в Информационные системы с указанием наличия (отсутствия) у них токенов с электронной подписью.

При формировании ответа на данный запрос просим учесть информацию, предоставленную в Вашем ответе на ранее направлявшийся запрос Министерства от 29.05.2020 № 14-4/3067.

О сроках и порядке получения сертификатов, а также о датах перехода на новый порядок доступа в Информационные системы будет сообщено дополнительно.

Министр А.Р. Хайруллин

Исп.: Р.И. Закиров

Тел.: (843) 231 77 59